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DECISION NO.  4 / 2005 

The Data Protection Authority, consisting of Mr D. Gourgourakis, President, and the members Mr S. Sarivalassis, rapporteur, Mr A. Papachristou, Mr S. Lytras, members, and Mr A. Papaneofytou and C. Politis, substituting Mr N. Papageorgiou and Mr Frangakis respectively, who could not be present, although formally invited, following an invitation from the President, convened on 10.06.04 in order to examine the issue mentioned hereinbelow. Present at the meeting without right to vote were also Ms E. I. Tsakiridou, auditor, acting as assistant rapporteur, and A. Kanakaki as a secretary. ***, the complainant and ***, the controller, a jeweller, against whom the complaint is turned were asked to attend and appeared at the the hearing process. 

The Authority has taken consideration the following:

1) *** ***’s appeal to the Authority, Ref No***  (and the complementary documents), with which he denounces that ***, who owns a jeweler’s shop in Athens, sent the complainant a greeting card and did not satisfy his right to access regarding the way he was informed of his personal data (name, surname and address).    


2) Document, Ref No*** of the Authority, with which it asked ***’s opinion on the appeal of ***, which was not answered.


3) The testimonies of the subpoenaed during the meeting.

After examining the abovementioned facts and discussing the case 

DELIBERATED ACCORDING TO THE LAW

Α. According to provisions of Law 2472/1997: 

1) “Personal data [shall mean] any information relating to the data subject….” (article 2 a). “Data subject [shall mean] any natural person to whom the data refer…” (article 2 c). "Processing of personal data" ("processing") [shall mean] any operation or set of operations which is performed upon personal data by Public Administration or by a public law entity or private law entity or an association or a natural person, whether or not by automatic means, such as collection, recording, organisation, preservation or storage, modification, retrieval, use, disclosure by transmission, dissemination or otherwise making available, correlation or combination, interconnection, blocking), erasure or destruction” (article 2 d). “Controller" shall mean any person who determines the scope and means of the processing of personal data, such as any natural or legal person, public authority or agency or any other organisation” (article 2 g). 

2)  “Everyone is entitled to know whether personal data relating to him are being processed or have been processed. As to this the Controller must answer in writing” (article 12 § 1). 

3)  “The data subject shall be entitled to request and obtain from the Controller, without undue delay and in an intelligible and express manner, the following information:

a) All the personal data relating to him as well as their source…” (article 12 § 2 a).

4) “Should the Controller not reply within a period of fifteen (15) days or should his/her answer be unsatisfactory, the data subject shall be entitled to appeal before the Authority. In the event the Controller refuses to satisfy the request of the party concerned, s/he must notify the Authority as to his/her response and inform the party concerned as to his/her right of appeal before it. (article 12 § 4).

5) Finally, article 19 § 1 f and 21 provide administrative sanctions imposed to the Controllers for violation of the obligations deriving from Law 2472/1997. In specific, “The Authority may impose on the Controllers or on their representatives, if any, the following administrative sanctions for breach of their duties arising from this law as well as from any other regulation on the protection of individuals from the processing of personal data:…

b) a fine amounting between three hundred thousand Drachmas (GRD 300,000) and fifty million Drachmas (GRD 50,000,000)…”. (article 21 § 1).

 “The administrative sanctions referred to in the preceding paragraph under b, c, d and e shall only be imposed following a hearing of the Controller or his representative. Such sanctions shall be commensurate to the gravity of the violation impeached…” (article 21§ 2).   


Β. From the case record and the testimonies of the persons subpoenaed it has arisen that: The complainant *** received from ***, who owns a jeweller’s shop in Athens, on *** st. ***, a greeting card, without, according to the complainant’s claims, ever having existed any relationship or transaction between them, something which has given rise to a question on the complainant regarding the way *** had been informed of his personal data (name, surname and address). For this reason, the complainant exercised his right to access, according to article 12 of Law 2472/1997, asking the accused for the source of information of his personal data. At first, the complainant and the accused spoke twice over the phone. During the course of the first phone call, a non-confirmed response was given to the complainant that his personal data had been taken from the list of members of the *** club. He claims, though, that the *** club told him that the accused had never been a member. During the second phone call, a vague and indefinite answer was given to him by the accused.  Consequently, the complainant with the extrajudicial protest-invitation-declaration dated **/**/** set a ten day’s deadline for the accused to inform him of his source of information of his personal data, according to what article 12§ 2 of the law stipulates. To this extrajudicial protest-invitation-declaration the complainant received no answer. No answer was given to the Ref. No. *** document of the Authority to the accused, with which he was asked to provide his opinion on the facts of the appeal within 15 days. 

 As it arises from the testimony of the accused before the Authority, a written response regarding the source of information of the complainant’s personal data was not, whatsoever, given. Nor was a clear and satisfactory response given, as to the source of personal data that the firm collects and processes for the dispatch of greeting cards, and, in particular, as to the source of information of the complainant’s personal data. By sending,  not himself but his staff, 3.000 cards to people he was familiar with or not, the accused does not know in full certainty, although he is the Controller, where these personal data were collected from (probably the clients’ list, phone or other catalogues). It arose that the accused does not know, in full certainty the source of information of the complainant’s personal data, and was therefore in no position of replying in writing to the data subject, satisfying his right to access according to article 12§ 2 a of  Law 2472/1997. Thus, it was not possible for him to let the data subject know the source of his personal data, so he could possibly further exercise his rights. 

But, because ***, being the Controller, was obliged to answer to the complainant in writing, satisfying his right to access regarding the source of information concerning the latter, according the aforementioned provision, the Authority judges that the sanction in the decision pronouncement should be imposed to him, which is considered relative to the gravity of the action, considering the specific conditions under which the judged violation was conducted in the context of the business activities of the accused, being a jeweler, of his long-term experience on the profession, co-estimating the personal impairment the complainant underwent (family crisis due to misgivings of his wife concerning the possible existence of another person in his life, see the extrajudicial protest-invitation-declaration of the complainant against the accused of **/**/**, as it was completed by clarifications given by the complainant during his standing before the Authority).         .   

For these reasons

Examining Ref No. *** appeal of ***

Imposes, for the reasons mentioned in the rationale, the penalty sanction of 3.000 euros on the accused. 

       The President
 
             

The Secretary 

Dimitrios Gourgourakis          

         Aggeliki Kanakaki   
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