	[image: image1.png]



HELLENIC REPUBLIC 

AUTHORITY FOR THE PROTECTION 

OF PERSONAL DATA 
Address           : Omirou 8, 6th floor 
                         Athens 105 64 

                         Greece 

Tel.

: 33.52.604-5

Fax

: 33.52.617

	Athens 27.11.2001

Prot. No. 2396




D E C I S I O N No. 147/2001

The Data Protection Authority weekly meeting, composed by Mr. K. Dafermos, President, the members Mr. S. Lytras, Mr. N. Alivizatos, Mr. E. Kiountouzis, Mr. A. Papachristou, Mr. V. Papapetropoulos and Mr. N. Fragkakis replacing Mr. P. Pangalos who could not be present, was held on 15.10.2001, at the respective premises, Omirou 8 (6th floor), following the invitation of the President, in order to examine and reach a decision concerning the issue mentioned hereinbelow. 

Mr. P. Donos and Mr. Ph. Mitletton, auditors and rapporteurs as well as Ms. K. Karvelli, Secretary, were present without any voting right.

The Data Protection Authority :

i. taking into consideration the provisions of art. 5, par. 5 section e and art. 7, par. 2 section c in Law 2472/97

ii. taking into consideration the increasing number of complaints addressed to the Authority concerning the legitimacy of data collection and use in court, with which the vast majority of complainants seek the Authority’s judgement on a) whether documents produced by the litigant before a pending trial included within the case file have been collected according to Law 2472/97 and b) whether the said documents are relevant to each case under dispute

iii. with the intention to organize the criteria relating to Authority’s decisions and actions on similar issues and with a view to document competence in a more rational manner, has reached the following decision:

1. Collection and use of sensitive data in court per art. 7.2 (c) Law 2472/97.

According to art. 7.2 (c ) Law 2472/97, exceptionally, the collection and processing of sensitive data, as well as the establishment and operation of the relevant file, will be permitted by the Authority, when processing is necessary for the establishment or exercise or defence of his/her rights in court or disciplinary body.
In this case, it is reasonable that the permit from the Authority may only be given to the controller, the only person entitled to ask for the permit. In case that the complainant is not the controller, the Authority encourages him/her to submit a request to the corresponding controller in order for the lawful procedure to be followed. In any other case, the Authority does not issue a permit but an opinion concerning whether data transfer is lawful or not.

2. Collection and use of non-sensitive personal data in court

On the basis of the principle of proportionality, provisions of art. 7.2 (c ) apply in proportion to non-sensitive personal data, the only difference being that, in this case, a permit from the Authority is not required, but it is possible to ask for a decision or a relevant opinion. That is, exceptionally, the collection and processing of non-sensitive data is permitted by the Authority for the establishment or exercise or defence of a right in court. The corresponding controller is responsible to decide whether law requirements are met and, more specifically, whether data are indeed asked for in order to be used in court and whether they are relevant to the case under dispute. In this case, the controller may ask for the Authority’s opinion. If the complainant is not the controller, the Authority encourages him/her to submit a request to the corresponding controller who, in turn, is under the obligation to justify the transfer of data as well as his/her possible refusal to grant the request.

3.
Legitimacy of collection and use of data already included in the case file of a pending trial or constitute part of a pre-trial or formal investigation
When personal data are produced before a judicial or public prosecutor’s authority and are included in the case file or constitute part of a pre-trial or formal investigation are dealt with according to the following differences:

a) Concerning personal data included in the case file or concerning material of a pre-trial/formal investigation, the Authority is not competent because the case file of a pending trial and, by proportion, material of a pre-trial/formal investigation, does not constitute a file according to the provisions of Law 2472/97, as already decided for by the Authority in a previous decision.

b) Concerning the legitimacy of personal data collection and their use when a trial is pending or when a pre-trial/formal investigation is taking place, the judicial officer or the public prosecutor is competent to judge, within the evaluation framework of the evidence or the investigation material, especially given that the right to protection of the individual’s personal data is now also constitutionally consolidated in art. 9 A of the Constitution. The above also applies in the case of a public prosecutor’s order, in which the competent public prosecutor applies the relevant law provisions in order for the order to be issued. In consequence, the person to whom the public prosecutor is addressed to has to comply with the said order.
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