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D E C I S I O N Nr. 55 / 2002

On 13.05.2002, the Data Protection Authority, composed by Mr. K. Dafermos, President, Mr N. Alivizatos,  Mr E. Kiountouzis, Mr. S. Lytras, Mr. A. Papachristou, Mr V. Papapetropoulos, members, and Mr N. Fragakis, substituting Mr. P. Pangalos, convened at a regular meeting on its premises, following the invitation by the President, in order to examine the complaint of _________ for unlawful collection and processing of personal data from bank _________. 

Ms Lostarakou and Mr Moulinos, rapporteurs, were present and presented the case with no right to vote. Ms Karveli was also present and performed secretarial duties at the meeting. 

On 8.4.2002, the complainant and the bank’s representatives, ________ and __________, and _________ and __________ were summoned to the offices of Data Protection Authority and presented their views. 

HELLENIC DATA PROTECTION AUTHORITY

DELIBERATED ACCORDING TO THE LAW

From the case file and the hearing, the following have arisen:

As the complainant states, he/she went to a _________store to receive a loan from  bank _____. After filling in the relevant documents and before signing them, he/she was asked to contact the competent bank employer by videophone in order to receive some clarifications about the documents and, then, sign them. The complainant refused and the relevant transaction was cancelled.

Company ______ has contracted with the bank in order to take charge of the sales promotions of the bank’s services and products. The aforementioned promotion takes place in the said company’s  ________ shops by employees who receive applications for issuing credit cards, loans and concluding contracts of savings accounts with the aforementioned bank. After filling in the application/agreement form, the employees of the company send the application and a photocopy of customer’s identity card to the bank by fax and they provide him/her with the relevant documents that he/she has to sign. Then the customer is connected by videophone to the employee of the bank to whom his/her application and identity card have been sent. During this contact, the customer receives necessary clarifications and signs the agreement.

According to the bank’s allegations, the specific communication by videophone aims at verifying the customer’s identity by checking the identity card’s picture and the picture that is broadcast, due to the lack of simultaneous natural presence of both sides in signing the relevant documents. It is necessary for the verification of the customer’s signature on the relevant bank documents and the act of signing, actions for which company ______ employees cannot be held responsible because they are neither bank employees nor can they contract or assume any obligation on behalf of the bank, as it arises from the aforementioned contract that includes relevant provisions of Greek Banks’ Association Code of Bank Ethics.

The aforementioned bank contracts by means of the process that is followed in company _____shops constitute a case of distance-contracting regarding which the bank has to verify the identity of the customer according to the relevant provisions of Law 2331/95 and the relevant orders of the Bank of Greece.

According to article 2, Law 2472/1997, a file is defined as ‘any set of personal data which are or may be processed’. Furthermore, in idem, article 3, par. 1, it is specified that ‘the provisions of this Law shall apply to the processing, in whole or in part by automated means of personal data which form or are intended to form part of a file.’

From the audit that was conducted in the controller’s office, it was found that the specific bi-directional communication involves picture transmission using dial up ISDN line. With the controller’s existing equipment the storage of sound and image data is not possible. It must be noted that the existing system does not constitute a closed circuit TV system, since the nature of the communication line does not allow for the continuous surveillance of the place but only during the call of the line telephone number. 

Taking the above findings into consideration and given that the picture transmitted in the aforementioned manner is not put, nor is it going to be put into any file in order to be processed, and that, in any case, the transaction is conducted with the subject’s consent, there is no violation of personal data and, therefore, the complaint should be rejected.
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